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Abstract of the contribution: this paper proposes to update the conclusion for KI#1&2 in TR 23.700-40.
Discussion
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Based on the following conclusion for FS_eNA_Ph2 KI#4 in TR 23.700-91:
-	The input data and output analytics for the Analytics Id on Observed Service Experience remain unchanged. The input data and output analytics for Slice Load analytics are defined in Solution#2 clause 6.2.1.3.1 and 6.2.1.3.2.
And the following input data defined in clause 6.2.1.3.1 of TR 23.700-91:
Table 6.2.1.3.1-1: Input data for slice load analytics
	Information
	Source
	Description

	Timestamps
	5GC NF
	A time stamp associated with the collected information.

	UE registrations on a Network Slice/Network Slice instance
	AMF, OAM
	Current number of UEs registered in a NW slice or NW slice instance

	PDU session establishments on a Network Slice/Network Slice instance
	SMF, OAM
	Current number of established PDU sessions in a NW slice or NW slice instance.

	Load of NFs associated to Network Slice instance
	OAM, NRF
	Resource utilization information of a Network Slice instance obtained from its constituent NF instances. NF instance load input data collection is described in clause 6.5, Table 6.5.2-1, TS 23.288 [5]

	Traffic usage
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [18])


NOTE 1:	Some of the sources in Table 6.2.1.3.1-1 could be revisited after eNS_ph2 concludes its study.

The number of UEs registered in a network slice and the number of established PDU Sessions in a network slice can be used by NWDAF to analyse the slice load. In order to align the study between FS_eNS_Ph2 and FS_eNA_Ph2, it is proposed to update the conclusion for KI#1&2 to clarify that the 5GC NF managing and updating the network slice related quota on maximum number of UEs/ PDU sessions can provides the information above to NWDAF. Whether 5GC NF is NWDAF or not depends on the conclusion for KI#1&2 of FS_eNS_Ph2.
Proposal
It is proposed to update the conclusion for KI#1&2.
First change
[bookmark: _Toc54638291][bookmark: _Toc54638785][bookmark: _Toc54639667]8.1	Interim conclusion for Key Issue #1
To enable a 5GS to support network slice related quota on the maximum number of UEs, no change is required in the RAN. The following new functionalities in the 5GS are needed:
-	Storing of network slice related quota information: If a network slice is subject to a network slice quota checking on a maximum number of UEs, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of UEs. To enable the network slice related quota enforcement, this information is configured and stored to one or more network functions in 5GC. 
Editor's note:	It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information.
-	Managing and updating the network slice related quota on maximum number of UEs registered for the network slice: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of UEs in a S-NSSAI, monitors the current number of UEs being registered for the network slice subject to a network slice quota checking. This functionality can provide the number of UEs being registered for the network slice to the NWDAF to assist the slice load analysis.
Editor's note: 	It is FFS which network function(s) in 5GC should manages the NW Slice quota of the maximum number of UEs in a network slice.
-	Enforcing the network slice related quota on the maximum number of UEs: This functionality is part of the 5GC and it controls the registration request on the S-NSSAI subject to the quota management by accepting or rejecting the request on the S-NSSAI. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer. 
Editor’s note: 	It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached. 
Editor’s note: 	It is FFS whether the NW Slice quota enforcement functionality is distributed or centralized.
 NOTE:	Whether to use an existing rejection cause and a back-off timer or a new rejection cause and a back-off timer, this is to be determined in Stage-3.
[bookmark: _Toc54638292][bookmark: _Toc54638786][bookmark: _Toc54639668]8.2	Interim conclusion for Key Issue#2
To enable a 5GS to support network slice related quota on the maximum number of PDU Sessions, the following new functionalities in the 5GS are needed:
[bookmark: _Hlk52447725]-	Storing of network slice related quota information: If a network slice is subject to a network slice quota management on a maximum number of PDU Sessions, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of PDU Sessions. To enable the network slice related quota enforcement, this information is configured and stored to one or more network functions in 5GC.
Editor's note:	It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information. 
-	Managing and updating the network slice related quota on maximum number of PDU Sessions established in a S-NSSAI: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of PDU Sessions in a S-NSSAI, and updates the current number of PDU Sessions successfully established in the network slice subject to a network slice quota checking on a maximum number of PDU Sessions. This functionality can provide the number of PDU Sessions successfully established in the network slice to the NWDAF to assist the slice load analysis.
Editor's note:	It is FFS which network function(s) in 5GC should manage and updates a number of PDU Sessions successfully established in the network slice. 
-	Enforcing the network slice related quota on the maximum number of PDU Sessions: This functionality is part of the 5GC and it controls the establishment of PDU session of a S-NSSAI subject to the quota management by accepting or rejecting the request. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer.
Editor’s note: 	It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached.  
Editor’s note: 	It is FFS whether the NW Slice quota enforcement functionality is distributed or centralized.
NOTE:	Whether to use an existing rejection cause and back-off timer or a new rejection cause and back-off timer, this is to be determined in Stage-3.
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